TERMS OF THE NATIONAL UKRAINIAN CHILDREN’S ESSAY COMPETITION ON THE TOPIC:  “CYBERBULLYING. HOW I STOPPED BEING A VICTIM”
1. General provisions
International Human Rights Documentary Film Festival Docudays UA* together with the Institute of Social and Political Psychology of the National Academy of Pedagogical Sciences of Ukraine** announces a national children’s competition of essays on the topic of Cyberbullying: How I Stopped Being a Victim (a real-life story).
Stages of the competition:
1. April 24 through May 12, 2019: submission of essays;
2. May 13 - 22: jury work;
3. May 24: announcement of the winners at the docudays.ua website.
The goals of the competition are: a) to create animated documentaries based on real-life stories and distribute them in support of the campaign against cyberbullying***; b) ensure maximum involvement of all stakeholders in the campaign against cyberbullying.
The five winners of the competition will receive valuable gifts — tablets — in May 2019 during the final of the National Children’s Essay Competition on the topic of Cyberbullying: How I Stopped Being a Victim.
The winners will participate in the creation of documentaries based on the stories they tell! They will also be invited to the presentation of the videos in December 2019 and to the Docudays UA festival in March 2020 in Kyiv!
2. Competition jury
2.1. To determine the winners of the National Children’s Essay Competition on the topic of Cyberbullying: How I Stopped Being a Victim, the Docudays UA organizational committee will create a competent jury that will include:
2.1.1. a psychologist;
2.1.2. a filmmaker;
2.1.3. a human rights advocate. 
The members of the jury will be announced by the Docudays UA organizational committee by May 12, 2019.
2.2. To determine the winners of the National Children’s Essay Competition on the topic of Cyberbullying: How I Stopped Being a Victim, all the jury members will read the competition essays and choose the winners by May 22, 2019.
2.3. The competition essays are not going to be published under their authors’ names without their consent; the story plots can be used to create some elements of an animated film.
3. Terms of the competition
3.1. The electronic versions of competition essays must be sent to the email of a competition co-organizer Kseniya Shymanska, ksenya.shymanska@docudays.ua.
The deadline for essay submission is May 12 (based on the date when the email was sent).
3.2. Only original narratives written by the authors are allowed to participate in the competition.
3.3. The topic of the competition is Cyberbullying: How I Stopped Being a Victim (a real-life story).
3.4. Narrative essays written by children and teenagers up to the age of 18 in Ukrainian are accepted to participate in the competition.
3.5. The competition essay must be 1 to 4 pages long.
3.6. To participate in the competition, one must submit:
· a competition essay in the electronic form in the Word format, Times New Roman font, size 14; the title of the file must contain the title of the essay in Latin letters;
· the participant’s letter about his/herself in a free form;
· MANDATORY! contact data (address, phone number of the competition participant and his/her parents, full name — for filling in the certificate, email and written consent to the use of personal data).
4. Awarding the Competition winners
4.1. The winners of the Competition will be awarded in May 2019 during the final of the National Children’s Essay Competition on the topic of Cyberbullying: How I Stopped Being a Victim.
4.2. The location and time of awarding the winners of the Competition is to be determined by the organizational committee of the National Children’s Essay Competition on the topic of Cyberbullying: How I Stopped Being a Victim by May 22, 2019. In addition, the winners will be invited to the presentation of videos in December 2019 and to the Docudays UA festival in March 2020.
4.3. All the participants of the Competition will be awarded certificates.
5. Information support for the Competition
Information about the beginning of the competition, the jury composition and the results of the selection of essays will be published at the http://docudays.ua website, at the website of the Lab of Psychology of Mass Communication and Media Education at the Institute of Social and Political Psychology of the NAPS of Ukraine mediaosvita.org.ua, as well as on social media (Facebook, Telegram and Instagram).
For more information, please address Kseniya Shymanska by phone at (096)-580-55-00 or by email at ksenya.shymanska@docudays.ua.
*
Docudays UA is the only international human rights documentary film festival in Ukraine. The main goal of the festival is to facilitate the development of Ukrainian documentary filmmaking, to establish an open dialogue in Ukraine about the moral problems of the society and human rights, to shape a social understanding of human dignity as the highest value, to create the foundation for the democratic future of the country. Every year, the stars of global documentary filmmaking, famous human right advocates and young filmmaking professionals come to Kyiv to participate in the festival.
**
The Institute of Social and Political Psychology of the NAPS of Ukraine is an research institution of the National Academy of Pedagogical Sciences of Ukraine which engages in research in humanities and social studies.
***
DEFINITIONS OF SOME CONCEPTS:
	Description of the types of cyberbullying in legislation
	Description of the types of cyberbullying in human language

	Flaming – exchange of short, angry and inflammatory statements between two or more participants using communications technology. Most likely to happen in the “public” online spaces, in chat rooms, forums, discussion groups; sometimes grows into a prolonged war. At first sight, flaming is a fight between equals, but under some circumstances it can turn into unequal psychological terror. For example, an unexpected attack can lead the victim to experience strong emotions, especially during the period when they do not know which of the participants will support which position, to what extent their position will be supported by significant participants.
	Do you receive short insulting messages from one of the participants of a forum, a collective chat you share with your classmates / friends, or a social media group?

	Harassment most frequently involves repeated insulting messages directed at the victim (such as hundreds of texts to their cell phone, constant calls), overloading their personal communication channels. Unlike flaming, harassment is more prolonged and unilateral. Harassment can also happen in chats or forums (places where conversation happens online); in online games, harassment is most often used by griefers, that is, a group of players whose goal is to ruin the gaming experience of others rather than to win the game.
	Is your phone, Viber, Messenger, Instagram, WhatsApp being bombarded with messages that insult you? Does it happen all the time? Do online game participants troll you, mock your mistakes and express contempt for your good gaming skills?

	Denigration – distribution of humiliating false information using computer technology. This can include text messages and photos, songs that describe the victim in a harmful and sometimes sexualized manner. Not only individual teenagers can become victims of denigration; sometimes people send out lists (such as “who’s who” or “who sleeps with whom” in a class or a school), create slam books where they publish jokes about their classmates as well as slander, turning humor into a “hate list” technique, from which people pick out targets for practicing their own anger, channeling their frustration, transferring aggression and so on.
	Do people write fakes about you in chats? Do they spread messages about your intimate relationships with someone? Do they publish Photoshopped photos of you? Have they chosen you as the target of their mockery, portraying you as a loser, a negative hero?

	Impersonation – the persecutor pretends to be the victim using their password to access their social media accounts, blogs, email, instant messaging services, etc., and then engages in negative communication in their name. A feedback wave is organized when humiliating provocative messages are sent out from the victim’s address without their knowledge to their friends and loved ones in their address book, and then the confused victim unexpectedly receives angry responses. Impersonation is especially dangerous when used against people included in the “hate list,” because it puts their lives in real danger.
	Has your account been hacked and someone spreads offensive messages, threats to your friends and acquaintances under your name?

	Outing & trickery – obtaining private information in personal communication and passing it (texts, photos, videos) to the public zone of the Internet or by email to those who were not intended as its recepients.
	Have you sent a photo, video or other information which you definitely wouldn’t want to share with everyone to a friend who spread it to others?

	Alienation, isolation. Anyone, especially children, tend to perceive themselves as either part of a group or an outsider. The desire to be included in a group is the motive of many actions of teenagers. Exclusion from the group is perceived as social death. The more someone is excluded from interaction, for example, in a game, the worse they feel and the lower their self-esteem. In the virtual environment, exclusion also puts people at risk of serious emotional distress, up to complete emotional destruction of the child. Online alienation is possible in any kind of environments where password protection can be used, where lists of unwanted mail or friend lists can be made. Cyberalienation also manifests in the lack of quick response to texts or emails.
	Are you being ignored or banned in a group? Has your account been blacklisted in a group, chat or forum?

	Cyberstalking – covert stalking of the victims and those who hang around them, usually stealthy and anonymous, for the purpose of organizing criminal actions such as rape attempts, physical violence, beating. By stalking indiscreet users online, the criminal obtains information about the time, location and all the necessary conditions for perpetrating a future attack.
	Do you publicly announce where you live, what you do, where you like to go and where you’re going to meet someone today? Be prepared that criminals can use the information offline.


	Happy slapping – filming and distributing video recordings of real-life attacks. Videos of attacks for the purpose of rape or imitation of rape are also sometimes called hopping (especially widespread in the US). These videos are published on the Internet where thousands of people can watch them, usually without the victim’s consent. Another form of happy slapping is passing videos on through cell phones.
	Is someone dragging you into a fight and filming it? Be prepared that it’s going to be published online.


What did you do when something like that happened? How did you overcome it? How did it happen and how did you felt about it? What or who helped you? Or how are you overcoming it now? Share your experience. Write an essay about your real life story.
